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An Evaluation of Local Path ID Swapping in Computer
Networks

GEORGE MARKOWSKY anp FRANKLIN H. MOSS

Abstract—This paper analyzes a method for identifying end-to-end
connections in computer networks which is designed to provide
reductions in the sizes of the packet headers and routing tables stored
in the nodes. The method, known as Local Path ID Swapping, uses a
shortened connection identifier, called the LPID, in the message
headers and routing tables. In general, the LPID field is swapped in
the message header from node to node along the path of the route.
Some analytical results are presented for evaluating the important
tradeoffs involved in LPID swapping. Most notable is the tradeoff
between the size of the LPID field and the number of connections
which can be defined in the network.

I. INTRODUCTION

HE problem of routing in computer networks consists of

steering messages from one end user participating in a ses-
sion, through a series of links and nodes in the network, to the
other participating end user. In the “next link”” method con-
sidered here, each message traveling in the network contains in-
formation in a message header which, working in conjunction
with routing tables stored at the nodes, steers the message
from node to node until it reaches its destination node. The
technique finally provides for delivery of the message to its
destination end user.

Two major issues in routing are: 1) determination of the
most appropriate message header/routing table mechanism
for the network under consideration, and 2) definition of the
paths to be used for end user communication. This paper is
concerned primarily with issue 1) where the basic choice is to
be made is between source-independent and source-dependent
routing. In source-independent routing, the next link for a
message arriving at a given node is determined by the destina-
tion node of that message and possibly a routing indicator
usually small) such as described in [1]. In source-dependent
routing, the next link for a message is a function of the origin
and destination node of that message and possibly a routing
indicator—a form of source-dependent routing is used in
TYMNET [2]}.

In this paper we are concerned with source-dependent
routing, whose primary advantage is to allow next links to be
changed independently for each (origin, destination, routing
indicator) triplet at each node. This triplet may be used to
identify an individual session between two end users, in which
case the routing indicator distinguishes among different sessions
between the same origin/destination node pair. On the other
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hand, the triplet may be used to identify one of several routes
between an origin/destination node pair, in which case there
must be a separate field in the message header used to dis-
tinguish among different sessions using the same route (seen
only at route ends). In general, we shall refer to the triplet
as defining a single connection in the network, which may
correspond to either a session or a route.

The advantage of independent changeability of next links
which characterizes source-dependent routing allows flexible
algorithms for the dynamic establishment/disestablishment of
end-to-end connections. One such algorithm has been imple-
mented in TYMNET [2], where connections are identified
with individual sessions and centralized path definition is
used. Another such algorithm has been described in [3], where
connections are identified with routes and distributed path
definition is used.

The primary disadvantage of source-dependent routing with
respect to source-independent routing is that message header
size and routing table size, both number of rows and size of
each row, may be significantly increased. We first discuss the
question of number of rows in the routing tables. Let N =
number of network nodes and M = number of routing indica-
tors. Assume for the moment that all connections are simul-
taneously defined in the network. For source-dependent
routing, the number of rows in the routing table is M (%),
whereas for source-independent routing, the number is M(NV —
1). The explosive growth of the number of rows with network
size for source-dependent routing is abated by going from
simultaneous definition of all connections to dynamic estab-
lishment/disestablishment of connections as required for com-
munications as in [2] and [3]. It will be shown in Section III
of this paper that in the dynamic environment, the number of
rows in a source-dependent routing table does not present a
practical problem.

We now turn to the question of size of the message header
and size of each routing table row, which go hand in hand. The
size of these factors depend on the type of message header/
routing table mechanism implemented. One approach, which
we refer to as “global path ID (GPID),” identifies each con-
nection by its entire (origin, destination, routing indicator)
name. If there are NV nodes in the network, then the message
header must contain log, N more bits for source-dependent
than for source-independent routing. Each row of the routing
tables is also increased by the same number of bits. In many
cases, these are extremely critical factors in the design and
operation of large networks. Since future networks may pro-
vide packetized voice service [4], it is extremely crucial to
keep total message size small. Also, it is desirable to keep
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routing table size small in order to reduce the on-line memory
capacity dedicated to communications.

Ap implementation of source-dependent routing is analy-
zed in the paper which eases the preblem of message header/
routing table row size. Referred to here as “Local Path ID
(LPID) Swapping,” it is essentially equivalent to a method
C?Hed. “path number (PN)” described in [5]. Also, LPID swap-
ping is similar to a technique called “logical record number”
presently implemented in TYMNET [2].

LPID swapping will now be described. Briefly, it involves
replgcing the three fields for the GPID (origin, destination,
routing indicator) in the message header by shortened identifier,
the LPID, which is, in general, swapped from node to node
along the path of a connection. LPID swapping is tailored to
exploit the following observations.

1) .In order to determine the proper next link for a message
t.ravelmg on a connection, a node need not contain informa-
tion relating explicitly to either the origin, the destination,
or the routing indicator of the message.

2) At any given time, a node need only distinguish be-
tween connections which actually originate, terminate, or pass
thrgugh it at that time, Where by “distinguish” we mean as-
sociate the proper next link with the proper connection.

'3.) In larger networks, the number of connections which

f)rlglnate, terminate, or pass through a node at any time will,
in practice, be a small percentage of the total set of connections
which can be defined in the network. The reasoning is as fol-
lows. First, even if all possible M (%) connections are defined
at once, it will generally be true that a given node will lie on
o.nly a small number of such connections. The second justifica-
tion to be given applies when connections are dynamically es-
tablished/disestablished in response to end user requirements
for communication as in [2] and [3]. Since only a small pér-
centage of potential end users will be in communication at
any time, this further reduces the number of connections
which originate, terminate or pass thrcugh a node.
. Observations 1)-3) above imply that connections may be
identified by a “local path ID (LPID),” where under some cir-
cumstances the number of bits required to specify the LPID
may be significantly less than the number required to specify
the GPID. The piinciple behind LPID swapping is now intro-
duced by way of a very simple example.

Example |

Consider the situation depicted in Fig. 1, in which the con-
n.ections A.B.1,ED.1,ED.2, and C.F.3 are the only connec-
tions passing through the node i/ at a given time. If GPID were
used, then the routing table at node i would appear as in Table
I. Each message header would carry the entire connection
identifier (origin, destination, routing indicator) comprised by
log (2N + M) bits.

The LPID swapping approach is now illustrated. The LPID’s
which are associated with these connections locally at node i
are as indicated by the 0’s and 1’s in Fig. 1. Now, the inbound
portion of a connection is distinghised by its inbound LPID
and its inbound link. For example, both A.B.1 and E.D.2 ar-
rive with LPID = 1, but they arrive on different links. The out-
bound portion of a connection is specified by outbound LPID
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Fig. 1. Ilustration of LPID Swapping.

TABLE I
GPID ROUTING TABLE AT NODE {
A.B.1 - LINK 2
E.D.2 - LINK 2
E.D.1 - LINK 4
CF.3 - LINK 4

as well as outbound link. Note that the outbound LPID may
be different from the inbound LPID, that is, LPID swapping
may occur.

A conceptual form of the routing table which represents
these four connections at node 7 is presented in Table II. At
connection ends (e.g., nodes £ and D), the routing tables have
the form presented in Table III (for £.D.1 and E.D2).

In this example, only one bit for LPID need be carried in a
message header arriving at node i in order to distinguish be-
tween the four connections passing through it. This is inde-
pendent of the total number of nodes in the network. Before
the message is forwarded on the indicated outbound link, the
LPID bit is swapped in some cases. ]

In brief, every “LPID connection” in the network is identi-
fied by a sequence of pairs {(link, LPID);} where a given (link,
LPID) pair appears in the sequence for at most one connection.

This paper presents an analysis which can be used to deter-
mine the savings which result by using LPID swapping in a net-
work. Expressions are presented which allow the network de-
signer to arrive at an appropriate number of bits for the LPID
field in the message headers, and to estimate the amount of
storage which should be allocated in the main memory of net-
work nodes for routing tables. The expressions are useful at
the early stages of networking planning and design.

The paper proceeds as follows. In Section II, pertinent
questions regarding LPID swapping are presented. Section III
presents three theorems which provide answers to the ques-
tions of Section I, where for simplicity it is assumed that all
node pairs are equally likely to require connections between
them, independent of distance or number of end users at each
node. In Section IV, analytical and numerical examples are pre-
sented of particular sample networks to illustrate the theorems
of Section IlI. An approach is presented in Section V to ac-
count for the fact that not all node pairs in a network are
equally likely to require connections between them, thus pro-
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TABLE I1
LPID ROUTING TABLE AT NODE {

LINK [0] O] LINK
P il 2
LINK [0 0] LINK
3 [ 1 4
TABLE IlI

ROUTING TABLES AT £ AND D

NODE E NODE D
E.D. | —=[O] LINK LINK [0
1 3 | [1]——=€D.2
O] LINK LINK [O]—=E.D. |
ED.2——[1] 4 2 i

viding a practical generalization of the results of Section II.
Conclusions are presented in Section VL.

II. THE PROBLEM

One central issue in LPID swapping is to arrive at the ap-
propriate number of bits (say a) to be used for the LPID field.
It is desirable to keep a small because this provides the desired
reduction in message header and routing table row size. On the
other hand, o must be sufficiently large to accommodate the
connectivity needs of the network end users a large percentage
of the time.

There are many factors which enter into the determination
of the appropriate value of « for a particular network. First, it
must be decided whether the LPID connections are to be used
to represent routes (which multiplex many sessions) or indi-
vidual sessions. Second, it turns out that the appropriate value
of @ is a function of the network topology as well as the con-
nectivity patterns required by the end users. Also, since ais 2
logical capacity which determines the number of connections
which may pass through any node, it may be desirable to choose
its value in recognition of the physical capacity of a node (e.g.,
buffer capacity, bandwidth, memory available for tables, etc.)
to handle traffic on those connections.

This paper presents some analytical results intended to give
a “seat of the pants” feel for the tradeoffs involved in LPID
swapping. Among the questions confronted are the following.

e Given a value of @, what is the total simultaneous “con-
nection capacity” of any node pair and of the network as a
whole?

e Given the need for simultaneous connections between
every node pair in a network, what savings are to be expected
by using LPID swapping over GPID?

o Given the need for simultaneous connections between only
some fraction n of node pairs (i.e., a dynamic connection es-
tablishment/disestablishment capability), what is the appro-
priate value of a?

I1I. BASIC RESULTS

This section presents three theorems which answer the
guestions about LPID swapping posed in the previous sec-
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tion. Conceptually, it is useful to think of LPID’s as being
resources available on links, where each link has a “connec-
tion capacity” of 2 (recall that a is the number of bits avail-
ble for specifying the LPID field in the message header). Also,
in order to state theorems which are not explicitly dependent
on particular network topologies and specific path definitions
for connections, the notion of average minimum path (AMP)
in a network is used freely. In some cases, theorems will be
stated in terms of bounds rather than equalities. It is also
assumed in this section that all node pairs are equally likely
to require connections between them, independent of distance
or number of users at each node.

First, some notation is presented. Throughout this paper,
all logarithms are to the base 2 unless otherwise noted. Let N
be the number of nodes in a network and let N denote the col-
lection of nodes. Also, let L denote the number of links. Let
p;; denote a single path between node i and node j and let
{ps;} be a collection of paths for all i, jeN. The number of links
in p;; is denoted by d(p;;). Let pyj denote a connection between
i and j which minimizes d(p;;). Next, the average minimum
path of the network topology T is defined as follows:

. EN"(PH'")
AMP (T) & I—L—e(&)—— (1

2

For simplicity, it assumed that every LPID path between i and
j traverses p{]' . From the practical path definition point of view,
this is a reasonable assumption to make in the absence of any
detailed knowledge regarding network resources and traffic
requirements.

We now define two figures of merit for evaluating LPID
swapping as a function of a and T (the network topology):

c(e, T) 2 the number of different LPID connections
which may be specified per node pair, i.e., the
“LPID connection capacity” per node pair;

C(a, T) £ the total number of different LPID connections
which may be specified per network, i.e., the
“LPID connection capacity” of a network.

Note that c(a, T) is equivalent to the number of routing in-

dicators M which may be used to identify paths.
Theorem 1: For a given value of a and a network topology

T,
2%X L

ele, T < <——~———N> (2)
X AMP (T)
2
C <ELL_. (3)
@ D<M (T)

Proof: The number of LPID’s used in the tables through-
out the network by any set {p;;} is Zd(p;;). The total number
of LPID’s available throughout the network for connection
specification is 2% X L since there are 2% per link. Therefore,
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the total number of different LPID connections which may be

specified per node pair is

But since d(p,j) > d@yy),

Z ;) 2 ")

t 2) ltllS qesired to specify one or more connections simul-
aneously bétween every node pair in the network, and
3) the number of nodes tends to infinity.

@ First, we define

n &

£ ilumber of bits required to specify ¢ connections be-
ween every node pair in a network wh
weet en LPI -
ping is used D swp
A . .
m = number of bitg required to specify ¢ connections be-
tween every node pair in a network when GPID is

© P2 used:.
T\N == = AMP (T)). 8 Theorem 2: F
: > (1;/ > ) by gy 2 Or a network where the degrees are bounded
Inequality (2) follows directl fi li -
ey ¢ Ws directly from (4) and (5). o= 205,
¥, 1nequality (3) follows directly from definition of m ®

Ua, 7).

of each link. Specifically,

cla, TYS A(T) X 2%

where
= *
N
< 5 )AMP @)

a, d
2 W'Ilt VeI ge egree d, Whele d - 2L/1v,

2%x d
, 7)<
o )<< (T)>/(N—l). Q)]

It has been empirically observed (see Section IV-D) that for
c}cl)mputer networks, the value of 4 is relatively insensitive to
the nurr.lber of nodes. Typically, d = 2.5. Therefore for an
appropriate class of networks with fixed value of AM’P and a
fixed va.lue of a, the upper bound on connection capacity per
node pair drops off as the inverse of the number of nodes,

25
AMP (7) 2
\(N e (8)

(e, T

. 3) Thfeorc?m 1 may be modified to account for more realistic
n?izmumcathﬁn patterns in a network by replacing average
mum path by weighted minimum pat is is di
i S path. This is discussed
t The n.ext theorem tells us what is the best one can expect
(o} save (m term§ of number of bits in the header required for
routing information) under the following conditions:
1) LPID Swapping is used instead of GPID,

. o
The following observations are made with regard to Theorem 1.

. 1).For 2 fixed topology, the upper bound on connection
apacity per node pair is a linear function of the path capacity

(6) Since no more than g% nodes ca

Proof: From expression (2) of Theorem 1,

N
n=loge +1
g og <2> + log (AMP) —1og . (10)

( . n have distance exact] k fro
a given node, it can be readily seen that AMP is bouZded b’:
low by A log,V (A>0). Therefore,

log (AMP) > log ) + loglog 4N for some A

(11)
and thus
log (AMP) > log A + loglog N ~log log d. (12)
Also, L < (d/2)N so that
—]ogL?—logd—logN+ 1. (13)

Substituting (12 i P,
tain g (12) and (13) into (10) and simplifying, we ob-

cA
> —
n=log <d> +TlogV—1)+1log log N ~1log log d. (14)

Now

o]

=logc+logN+log(N—1)—1. (15)

Therefore, (14) and (15) imply

cA
N log <;>+ logtV—-1)+ loglogV —loglogd

logc+logN+log w-1 (16)

3=~
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and taking the limit as &V > oo, we obtain

n
lim — >0.5.
N—o m

0 (17)
In brief, Theorem 2 tells us that if it is desired to specify one
or more connections simultaneously between every node pair
in large networks, then the relative savings realized by LPID
Swapping is not dramatic (half at best). However, for large
networks, the absolute savings (in terms of number of bits)
could be significant.

As pointed out in Section I, LPID swapping is tailored to
produce substantial savings in a dynamic connection estab-
lishment/disestablishment environment in which at any time
only a fraction of the total number of possible connections are
defined. To get some handle on this, we approach the problem
from a different point of view. Let us consider homogeneous
networks (all nodes of equal degree) of N nodes. We now de-
fine

n 2 expected proportion of node pairs which simul-
taneously require at least one connection;

expected proportion of routing indicators (M) simul-
taneously used by each node pair which require at
least one connection;

the expected number of connections on which a node
lies at a given time.

>

M

>

Theorem 3:

p=nyM(N—-1)(AMP Mm+1)
2

(18)

Proof: Assume, as before, that all connections traverse
the minimum hop path. Then the “average connection” in the
network contains AMP(T) + 1 nodes. Therefore, the expec-
tation that a given node will be on a given connection is
(AMP(T) + 1)/N.

The total number of connections defined is n(})uM.
Therefore, the expected number of connections on which a
node will lie is

N\ AMP (T)+1
w2
_ UMV — 1) (AMP (T) + 1)
2

[m]

The following observations are made with regard to Theorem
3.

1) The number of bits required for the LPID field to specify
the set of connections implied by the parameters n, u, N, M is

simply [(log p)], i.e.,

K <nuM(N—1)(AMP(T)+1>>
a= |llog 5

: (19)

2) Consider the following example:

n=10"1
u=10"2
M =256
N =1256.

Assume that AMP(T) = 3.5. Then using (19), p = 146.88 and
a turns out to be 8 bits. If GPID is used, then the number of
bits required is log

-

In this case, the savings ratio is about one to three. ‘

3) Using Theorem 3, we can obtain an idea of the expected
number of rows in the routing table at each node when con-
nections are dynamically established/disestablished. This is
simply equal to p, which for the example of 2) above is 147.
We can now define an estimate of total expected routing
table size at each node for that example. Each row contains
the entries (link, LPID);;, and (link, LPID),,. If we assume
4 bits for the link field, each row contains three (8 bit) bytes.
Therefore, total table size is 441 bytes. In practical terms, this
should not be a problem even for small communication
nodes.

IV. EXAMPLES

We will first present some sample networks which can be
handled analytically and then we will present a numerical
treatment of some existing networks. The emphasis will be
on the determination of AMP(T) and C(a, T) for various net-
work topologies. We shall also breifly discuss how the figure
of merit C(a, T) may enter into the question of network
topological design.

A. String Networks

The first case we will discuss is that in which the nodes are
connected together like beads on a string (see Fig. 2). It is easy
to see that the average degree is 2 — 2/V. Furthermore, we have

AP (n:( , /(;V)) z b

1

N N
= (1/(2» WN?—@j ~ 1N
j=1
+i2 =2 (20)
= +1)/3.
Thus,
Cle, T)=3X (N — 1)/(N+ 1)) X 2¢%. 1)

This figure for the network connection capacity might seem
low, but a little reflection shows that it is a reasonable one
since the expected distance between two nodes which might
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O—O0—0—¢+¢ - 0—0—0

Fig. 2. An N-node string network.

want to communicate is roughly N/3. If we knew that only
neighbors were interested in communicating to one another,
then C(a, T) would be substantially increased. This issue will
be discussed more thoroughly in the next section.

B. Loop Nerworks

o Su;))pose that our network T is in the form of a loop (see
ig. 3).

We have two cases to consider: 1) N even; 2) N odd. In the
first case,

N/2 5
AMP(T)=N(2 ‘—N2> <<N> L
j:zlj / /2 2 4N-1)
(22)

The formula is derived as follows. The numerator consists of
two factors, the second of which sums the distances of nodes
from a given node, i.e., there are two nodes at distance 1,2,
etc., but only one node at distance N/2. The first factor in
the numerator represents the fact that we construct the sum
for each node. The 2 in the denominator is necessary because
the distance between each pair of nodes is summed twice.
Finally, the (V/2) is just the averaging factor.
In NV is odd, we get,

W12 N |
AMP (T)=N<2 E ;>/ (2 <2 >>=(N+ 1)/4. (23)
i=1

In both cases, we see that AMP(T) is roughly N/4. Thus,
Cla, T) is roughly 4 X 2% o 2%+2 o

C. Star Networks

Suppose that T is in the form of a star (see Fig. 4). Here
we have

oo (1)) ()

=2-—2/N. (24)

Thus,

Clo, T) = (V/2)2% = N2>~ 1, o(25)
Note how much higher the capacity of the Star Networks are
than the capacities of the String or Loop Networks for a given
value of V. Notice that the three classes of networks have es-
sentially the same number of links for the same number of
nodes, so that AMP and hence C(a, T) actually capture some
of the flavor of the topology of a network. These examples
quantify to some extent the general principle that the closer
points are in general, the fewer are the resources necessary to
support a given amount of communication. The advantage of
using C(a, T) is that we have a quantitative measure for this

Fig. 3. An N-node loop network.

Fig. 4. An N-node star network.

general notion. We will now turn our attention to several
specific networks in order to illustrate the application of
((a, T) and to provide some values of key network parameters
to support some of the claims made earlier.

D. Real Networks

We now present numerical analyses of ARPANET, two
early proposed versions of TELENET and TYMNET (see
Figs. 5,6, and 7).

ARPANET has 57 nodes and 71 edges and thus an average
degree of almost exactly 2.5 (actually 2.49+). Furthermore,
?i\flP (ARPANET) = 5.24 and thus C(a, ARPANET)=13.55X

The proposed version of TELENET without the satellite
links has 18 nodes, 22 edges, and an average degree of about
2.44. AMP in this case is about 3.12, which yields a capacity
of roughly 7.05 X 2% Adding the satellite links gives us 19
nodes, 26 edges, an average degree of about 2.74,and an AMP
of about 2.82. This yields a capacity of roughly 9.22 X 2¢%,
Thus, adding the satellite links increases capacity by about 30
percent,

TYMNET has 42 nodes, 48 edges, an average degree of
about 2.30, and an AMP of about 3.16. This yields a capacity
of roughly 15.19 X 2%,

We now make an interesting observations on the figures pre-
sented above. It was noted in the proof of Theorem 2 that
with the degrees of all nodes bounded by d, AMP is bounded
by a multiple of logyV.

With this in mind, it is interesting to compare AMP and
loggV for the networks above (d is the average degree). These
values appear in Table IV,

Note that in these cases loggV gives a good approximation
of AMP. In the cases of TELENET, the fit is excellent. The
loggN value basically arises if we think of the network resem-

Fig. 5. ARPANET.

Two early versions of TELENET, 1977.

Fig. 6.
Fig. 7. TYMNET, 1972.
TABLE IV
Network AMP loggN
ARPANET 5.24 4.43
TELENET (no satellite) 3.12 3.24
TELENET (satellite) 2.82 2.92
TYMNET 3.16 4.50

bling a d-ary tree from each of its nodes. If AMP exceeds the
log, it indicates that the network has many loops and strings
on it (as in ARPANET). On the other hand, if AMP is less than
the log, it indicates that the network contains many stars or
clusters (as in TYMNET). Thus, again, we see that AMP can be
used to quantify some interesting topological information.
Since d seems roughly to be 2.5 for real networks, AMP is
roughly log, sV = 0.76 logN.

V. WEIGHTED MEAN PATH AND PORT CAPACITY

In working with AMP, we have assumed that any two nodes
are just as likely to communicate with one another as any other
pair. In this section, we discuss a model which allows us to
consider the effects of a nonuniform distribution of communi-
cation. The basic concept here is that of weighted minimal
path (WMP), which means that we average together the lengths
of the minimal paths according to their frequency of use. More
formally, given a probability distribution P over pairs of nodes
in a network T, i.e., P is a nonnegative, real-valued function
with T, ; .\ P(,7) = 1 and P(i,7) = O for all i, we define

WMP (T, = 2 PG, jM(p,™). (26)
ije
We get AMP from WMP by letting P be the uniform distribu-
tion, i.e., P(i, ) = 2/N(V — 1) for all i # . Clearly, the value of
WMP depends greatly on being able to get good values for P,

In order to get an estimate for P, we focus our attention on
the number of end user “ports’ available at a given node for
communication to other nodes. It is assumed that every con-
nection between nodes involves exactly one such port at each
node. If we do not know of any reason why a given node is
any more or less likely to communicate with any other given
node, it seems reasonable to proceed as follows. If node i can
support twice as many end users ports as node j, it seems rea-
sonable to assume that it is twice as likely to require a connec-
tion to some node k(k # i, ) as node j is. This suggests the fol-
lowing approach. First, let n; denote the number of such ports
available at node i. Then the “port-derived connection distri-
bution” is

PG, j) & I Pk, D) G#j, k#1). @n
my

Tk

If we further require that TP(i, /) = 1, we get

mimy

PG, j) = <Eni>2 B En,-z

i#f i#j

G+

The reader will note that if n; = ; foralli, j, P(i, /) = 2/N(N —
1) which is just the uniform distribution. The port-derived
connection distribution is the most sensible one to use in the
absence of any more specific information about the distribu-
tion of communication within a network.

For completeness, we conclude this section by showing
how the distribution of ports in a network effects the num-
ber of possible connections in the absence of any other con-
straints. In this case, Theorem 4 shows how much simpler
the problem of determining connection capacity based on
port distribution alone is than that of determining connec-
tion capacity based on LPID constraints.

Theorem 4: Let T be a network with at least two nodes
such that node ieNV has 7; ports. Assume that there are no
LPID constraints on the number C of simultaneous connec-
tions possible in the network. Then the following are true.
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1) If there exists igeV such that

‘lT,'o > E 7Ti,

i+ig
then
C= E ;.
i*ig

2) If for all

JEN, ;< m,
i#j

then

c=| 2ml2

Proof:
a) Clearly,

C>E1r,-

i*ig

since we can simply connect each port in each i # iy to a port
in iy. If C were greater than

Z i

i#ig

we would have a connection beginning and ending at iy which
is impossible.

b) Clearly, C < |Zm;/2] since each connection uses up
exactly two ports. If C < |Zm;/2], choose a largest possible set
of simultaneous connections and observe that either there exist
nodes i; and i,, each of which has an unused port, or there
exists a node i3 with two unused ports. In the first case, it is
clear how to get an additional connection which contradicts
the assumption that we had constructed the largest possible
set of connections. If the first case does not hold, then all
ports of j # i3 are used up. Either we can find distinct nodes
ig, is ¥ I3 having a connection between them or all connec-
tions are between i3 and some other node. This last case can-
not happen since it would imply that

Miy > Mg —22 E .
i*i3
Thus, we have a connection between i, and i5. Note that we
can replace that connection by two others: one between i,
and i3 and one between is and i3. This contradicts the maxi-
mality of C. ‘ o
The reader will note the simple state of affairs when we
have only port constraints. If we call C the port-constrained
connection capacity of a network, Theorem 4 enables us to
calculate it quite easily.
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VI. CONCLUSIONS

In this paper we have presented an evaluation of the LPID
Swapping method for connection (route or session) identifica-
tion in computer networks. It has been shown that this method
can lead to substantial reductions in the sizes of message
headers and routing tables, particularly in networks in which
connections are dynamically established/disestablished as re-
quired for end user communication.

The notion of average minimum path (AMP) has proved to
be very useful in providing simple expressions which are in-
dependent of particular network topology. Also, it has been
shown that for a representative set of computer networks,
AMP can be approximated quite closely by a simple function
of average degree and number of nodes only. Therefore, the
analysis presented is particularly appropriate for application
to the initial phases of network planning and design.
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